Playmates Pre-school Child Protection and Safeguarding 
Policies and Procedures

In our setting, we strive to provide an environment, which ensures, children are safe from potential abuse including bullying and we will respond to any suspicion of potential abuse in a manner that respects the child’s rights.  Our prime responsibility is the welfare and well-being of all children in our care. As such, we believe that we have a duty to the children, parents/carers and staff to act quickly and responsibly in any instance that may come to our attention. The Pre-school has a duty to report any suspicions of abuse to the Local Safeguarding Children’s Board and the Local Authority, which has a duty to investigate such matters. The Pre-school will follow the procedures set out in the guidance, ‘Sussex Child Protection & Safeguarding Procedures’and ‘Prevent Duty’, and will seek advice on all steps taken subsequently.

The Legal Framework:

LEGAL FRAMEWORK

· The Children Act 1989

· The Childcare Act 2006

· Protection of Children Act 1999

· Care Standards Act 2000

· The Human Rights Act 1998

· Children and Young Persons Act 2008
· Human Rights Act 2000

· Education Act 1996

· Education Act 2011

· Safe Guarding Vulnerable Groups Act 2006

· Childcare Act 2006

· Every Child Matters – Change for Children 2004

· United Nations Convention on the Rights of the Child 1989
· The Statutory Framework for the Early Years Foundation Stage 2012
· Data Protection Act 1998

· The Equality Act 2010

· The Rehabilitation of Offenders Act 
· 1974 Race Relations Act 1976

· Race Relations Amendment Act 2000

· Sex Discrimination Act 1975 and 1986

· Sex Offenders Act 1997
· Sexual Offences Act 2003
· The Equality Act 2010

· Serious Organised Crime and Police Act 2005
· Children and Families Act 2014 

· The Care Act 2014 
· Working Together to Safeguard Children 2023

· Forced Marriages (Civil Protection) Act 2007

· The Prevent Duty June 2015 Department for Education
· The Domestic Abuse Act 2021

· Operation Encompass 

· The Children’s Wellbeing and Schools Act 2024.
· Health and Social Care Act 2012 

Designated Child Protection Officers
Jayne Voice – Manager
Jill Pickett– Deputy (second in line in the absence of Jayne Voice)
Early Years Key Themes and Commitments for which we have regard:

A Unique Child – Child Development, Inclusive Practice, Keeping Safe, Health and Well-being

Positive Relationships – Respecting Each Other, Parents as Partners,  Key Person 

Enabling Environments – Observation, Assessment and Planning, Supporting Every Child,  The Wider Context.

Policies
In order to do this we:

· Ensure that all adults working (voluntary or employed) in the setting are aware of the fact that such work is exempt from the provisions laid down in the Rehabilitation of Offenders Act 1974

· Recognise Playmates Pre-school has a responsibility to the children in our care, and responsibility that all adults, employed or voluntary, are aware that is their duty to prevent the physical, sexual, emotional or result of neglect abuse, of all children with whom they come into contact.
· Require all potential workers to attend an interview, provide references, and disclose personal details for a CRB clearance check, necessary for work with children under The Protection of Children Act 1999, and work a 3 month probationary period.

· Provide an induction programme for new members of staff, volunteers and students that include information on child protection responsibilities.

· Never allow an adult without a CRB clearance to be unsupervised with the children, and allow no access to toilet and changing areas.

· Offer on going training to all adults, involved with the care and education of children, which will help them to recognise and respond to suspected abuse of children whether physical, emotional, sexual or result of neglect. It is the responsibility of staff and the designated child protection officer, with regard to reporting of suspected abuse or neglect in accordance with Local Safeguarding Children Boards
· Provide activities within a planned curriculum that will enable children to develop an understanding of personal safety issues, being able to express their fears and anxieties and to be able to name body parts.

· Ensure children in our care are reminded of the procedure for complaint for any inappropriate behaviour; we manage this by regularly using group times and play situations, for talk about inappropriate and appropriate behaviour. Also by carefully and sensitively, explaining to the children that if anything at all is upsetting them or making them anxious or fearful that they are safe to come to staff for help. They are made aware they will be helped and not to be scared to ask staff as we are here to help them and help keep them safe.
· Recognise that parents/carers should always be the first point of contact and should always be involved in the monitoring of children’s behaviour and development, except in the case of suspected sexual abuse

· Will wherever possible continue to support the child and family to maintain continuity of care for the child

· The Children’s Act 1989: this Act sets out how the welfare and developmental needs of the child are of paramount importance and over ride other considerations. Key sections of the Act are section 17, which set out the rights of the children to have an assessment of their needs and the role of statutory bodies in ensuring these rights are met. Section 47 which sets out a local authorities responsibility to investigate if it believes that a child is suffering and is likely to suffer significant harm

· Work with Social Services, Local Safeguarding Children Boards, Police and Ofsted to ensure the child’s best interests are met and Human Rights observed

· Ensure that all policies and procedures apply to all children regardless of religious persuasion, cultural and linguistic background, racial origin, sex, social group, or disability.

· Ensuring that all key workers know who their key children are, by displaying this information on our notice board. This makes everyone clear in knowing who to contact, if that person does not carry out their responsibility for the child’s well being. 
· The designated child protection representative is Jayne Voice. Jayne is the first point of contact for children (Jill Pickett/Gemma Strevens in Jayne’s absence) Jayne Voice is the first point of contact for staff, volunteers and parents/carers with any concerns or suspicions of abuse. Jayne Voice has attended Child Protection Training and is responsible for the policies and procedures being implemented correctly. 

· Contact details in writing to be sent to The Institute Hall, Crawley Road, Horsham, Sussex, RH12 4ET, and addressed to Jayne Voice Pre-school Manager. Telephone numbers for contact 01403 258317
· All details of concerns, investigations, case conferences etc, are confidential and will not be discussed with anyone unauthorised to receive the information

· All legislation and policies will be reviewed regularly (yearly)

· Contact numbers for Local Social Services is 01293 895100 and the Children Safeguarding Unit is 01243 642476/642479 and the local police number is 08456070999
Staff should be able to respond appropriately to any:

· Significant changes in children’s behaviour

· Deterioration in their general well-being

· Unexplained bruising, marks or signs of possible abuse

· Signs of neglect

· Comments children make which give cause for concern

Procedures

Adults 
· An allegation is made against an adult in the setting
· The designated person to talk to the person and suspend them from the setting

· If the allegation is against the named person the point of contact for concerns will be the Chairperson.

· The designated person assesses the evidence to decide next stage in investigation, collect all evidence – hearsay, opinion or factual

a. Hearsay – carry out internal and external investigation to establish whether there is anything to the Local Safeguarding Children Boards.

b. Opinion – monitor situation, keep records of any incidents which might give cause for concern.
c. Factual – report to Social Services Duty Officer or Police or Local Safeguarding Children Board and Ofsted.

Children 

· You suspect a child may have been or is being abused

· Inform the designated person

· Record your observations or describe the incident in the child protection record
· Designated person assesses the evidence to decide next stage

a. Monitor situation through ongoing observations and staff discussions if general concern with no firm evidence. Where possible discuss concerns with parents/carers unless you are dealing with sexual abuse.
b. Contact Social Services to discuss with a duty social worker if more specific concerns but without firm evidence for advice. Where possible discuss concerns with parents/carers unless you are dealing with sexual abuse.
c. Contact Social Services Duty Officer or Police or Local Safeguarding Board if you have specific evidence to report. Where possible discuss concerns with parents/carers unless you are dealing with sexual abuse.
Four Categories of Abuse
Physical 

Physical abuse may involve hitting, shaking, throwing, poisoning, burning or scalding, drowning, suffocating or otherwise causing physical harm to a child. Physical harm may also be caused when a parent/carer feigns the symptoms of, or deliberately causes ill health to a child whom they are looking after. A person might do this because they enjoy the attention they get through a sick child. Physical abuse can be caused through omission or failure to act to protect.
Emotional Abuse

Emotional abuse is the persistent emotional ill treatment of a child such as to cause severe and persistent adverse effects on the child’s emotional development.

It may involve making a child feel or believe they are worthless or unloved, inadequate or valued only in so far as they meet the needs of another person.

Sexual Abuse

Sexual abuse involves forcing or enticing a child or young person to take part in sexual activities, whether or not the child is aware of, or consents to, what is happening. The activities may involve physical contact, including penetrative acts such as rape and buggery or oral sex or non-penetrative acts such as fondling. Sexual abuse may also include non-contact activities, such as involving children in looking at, or in the production of, pornographic material or watching sexual activities, or encouraging children to behave sexually and in inappropriate ways. Boys and girls can be sexually abused by males and/or females, by adults and by other young people. This includes people from all different walks of life.
Neglect 

Neglect is the persistent failure to meet a child’s physical and/or psychological needs. It may involve parents/carers, failing to provide adequate food, shelter and clothing, failing to protect a child from physical harm or danger, or the failure to ensure access to appropriate medical care or treatment. It may also include neglect of or unresponsiveness to, a child’s needs.

Procedure to Respond to Abuse or Suspected Abuse 
The following procedures are if someone suspects child abuse in any form, they apply to employees, volunteers and students and any other adults.
· Make contact with designated child protection officer (CPO)

Informing parents

· Parents are normally the first point of contact.

· If a suspicion of abuse is recorded, parents are informed at the same time as the report is made, except where the guidance of the Local Safeguarding Children Board does not allow this.

· This will usually be the case where the parent is the likely abuser. In these cases the investigating officers will inform parents.

Procedure for Suspected Abuse

· Child’s behaviour/appearance gives rise to concern

· STAY CALM record observation, include date and time.

· Does the CPO feel more corroboration is needed?

· NO  –  CPO reports concerns to Social Services Duty Officer

· YES – CPO has confidential discussions with the adults in the setting. Observations are shared. CPO may contact the Social Services Duty Officer at this stage or possibly other agencies for advice. Have other members of the team noticed anything?

· Is there a consensus for concern?

· NO – continue to make records of observations, CPO may discuss concerns with parents/carers of the child. 

· YES – CPO reports concerns to the Social Services Duty Officer

· If you are not to pursue, maintain confidentiality of records.
Procedure for Disclosure of Abuse

· A child says that they want to tell you something or begins to disclose what you think will be information about abuse
· STAY CALM if the child asks you to keep it a secret you must explain that you may have to tell another adult in order for you both to feel safe. Even if they do not ask for it to be kept a secret, make it clear before they continue that you may have to tell someone else
· What are the circumstances? Are there any other adults or children within earshot? Do you need to move in order to keep information confidential?
· Listen to what the child has to say, then go as soon as it is practical to your CPO and outline the disclosure. Make a record of this in the Child Protection Record and keep it confidential and in a secure place. Keep information and evidence as you may have to show Social Services, Local Safeguarding Children Board or the Police

· The CPO may feel it necessary to draw in the other staff for a confidential meeting to discuss and to gather other observations and keep staff informed of the situation 
· The CPO will contact the social services and other agencies for advice and support. This may develop into a formal Child Protection Conference 

· REMEMBER – Do not dismiss a child’s concerns, listen carefully to what they say, do not jump to conclusions. Keep the child and you safe by telling the CPO. If the child continues to attend the setting make sure your team are aware of the issues

· If the CPO is absent you must make contact with the second in line
Guidelines for Responding to Abuse or Suspicion of Abuse

DO

· Do treat any allegations extremely seriously and act at all times towards the child as if you believe what they are saying
· Do tell the child they are right to tell you

· Do reassure them they are not to blame

· Do be honest about your own position, who you have to tell and why

· Do tell the child what you are doing and when, and keep them informed being sensitive to age and ability to understand

· Do take further action – you may be the only person in a position to prevent future abuse – tell your CPO

· Do write down everything said and what was done in the Child Protection Record
· Do seek medical attention if necessary

· Do inform parents/carers unless there is suspicion in their involvement or   you are dealing with sexual abuse or the child may be at risk of significant harm.
 DO NOT

· Do not ask leading questions

· Do not make promises you can not keep
· Do not interrogate the child – it is not your job to carry out an investigation – this will be up to the Police and Social Services, who have experience with this

· Do not cast doubt on what the child has told you, do not interrupt or change the subject

· Do not say anything that makes the child feel responsible for the abuse

· DON’T DO NOTHING – make sure you tell your CPO immediately – they will know how to follow this up and where to go for further advice

Confidentiality of Records of Concern

All records of concern are to be kept confidential in a locked cabinet, these records are extremely sensitive and it is only necessary for the people directly involve eg: the person the disclosure was made to, the CPO and if necessary the supervisor and other staff. These records may be shared with the Police and Social Services, and could be used in a court of law. All concerns need recording in the Child Protection Record.
Safe Recruitment Procedures

· Use of a detailed application form
· Checking of ID include birth certificate and another form of personal ID such as passport or picture driving licence 

· A utility bill in the persons name to confirm home address

· 2 references backed up by a phone call from the manager

· Interview with manager and deputy

· Identify gaps in employment or inconsistencies

· Obtain full CRB disclosure

· Do not appoint until references are in place

· Induction programme

· 3 month probationary period

Use of Mobile Phones

Mobile phones have a place in settings, especially for staff that have children of their own and may be required to be contacted within school hours and when we are on outings. They could constitute the only means of contact available whilst staff are in the setting and can be helpful in ensuring children are kept safe. To protect children we will:

· Only use mobile phones appropriately, and ensure staff have a clear understanding of what constitutes misuse
· Personal phones must be stored in staff bags and not be used in the setting

· In an emergency staff – for example a private call from staff members children’s schools, they may then request to use their phones in the kitchen area where children are prohibited 
· Ensure the use of a mobile phone does not detract from the quality of supervision and care of children

· Ensure all mobile phone use is open to scrutiny

· Prohibit staff from using their mobile phones to take pictures of the children attending the setting

· Inform visitors they are unable to take photos of the setting on their phones.
· Staff sign termly documents to ensure understanding of these rules.

Use of ‘Seesaw’

Parents sign the agreements set out by Seesaw and receive an individual QR code for each child and are instructed to keep this safe and to not share

Family Engagement

Seesaw provides meaningful connections between families and the setting, allowing family members to view
Their child’s progress and play on any device and celebrate their child's learning. Easily share photos and videos for families in over a 100 languages to foster a seamless collaboration between all the adults in a student’s life.
Seesaw takes protecting your security and privacy seriously and we've put a number of measures in place to protect the integrity of your information.

· We have a robust set of Privacy Principles designed to clearly communicate our privacy promises to our teachers, families, and students.

· Seesaw uses TLS 1.3 security at the network level to ensure account information and journal content is transmitted securely. Seesaw requires TLS 1.2 at a minimum; TLS 1.0 and 1.1 are not supported. 

· Personally identifiable information (PII), like names, email addresses, phone numbers, messages, journal content, stored in Seesaw is encrypted at rest.

· Multi-Factor Authentication provides an extra layer of sign-in security. MFA helps keep out anyone who shouldn't have access to your account by requiring a verification code (sent via email) in addition to your password before your account can be accessed.

· Passwords are salted and hashed using PBKDF2.

· Seesaw routinely conducts 3rd party security audits to verify the security and integrity of our systems and internal controls.

· The Seesaw application is penetration and security tested by an independent third party annually.

· Password requirements for new accounts and password resets follow the guidelines of the Cybersecurity Infrastructure and Security Agency.

· Data is stored in access-controlled data centres operated by industry-leading partners with years of experience in large-scale data centres with 24/7 monitoring.

· User information is stored redundantly and backed up in geographically distributed data centres. We utilize multiple distributed servers to ensure high levels of uptime and to ensure that we can restore availability and access to personal data in a timely manner.

· We have adopted an internal data access policy that restricts access to personally identifiable information to a limited number of employees with a specific business need (such as for technical support).

· Employees undergo a background check before beginning employment at Seesaw, sign a nondisclosure agreement, and immediately lose access to all internal systems and data when terminated. 

· We routinely monitor our systems for security breaches and attempts at inappropriate access.

· We use encrypted QR codes for family and student access to journal content.

· Seesaw has taken the Student Privacy Pledge.

· Seesaw has signed the National Data Privacy Agreement. 

https://help.seesaw.me/hc/en-us/articles/203258429-How-Seesaw-keeps-student-data-safe 
Cameras/Devices: Photography and Images

The vast majority of people who take or view photographs or videos of children do so for entirely innocent, understandable and acceptable reasons. Sadly, some people abuse children through taking or using images, so we must ensure that we have some safeguards in place. To protect children we will:

· Obtain parents’ and carers’ consent for photographs to be taken for examples such as newspaper publications or visual displays within the setting and within the Learning Journals
· Use only the child’s first name with an image

· Ensure that children are appropriately dressed

· Ensure the setting’s designated camera/tablet is the only one used in the setting 

· Images taken on the setting’s camera will not be emailed as it may not be secure.

· Ensure parents and carers are not permitted to take photographs of the children in the setting unless prior consent has been obtained by the manager for example for a special event, such as the Christmas play, when strong instructions are told to every parent gathering that sharing images of other peoples children is not allowed and against our policies.
· Ensure that if photographs or videos of children are to be taken in the setting only the setting’s own equipment will be used

· Ensure all cameras used are open to scrutiny
Safeguarding Children and Protecting Professionals in Early Years Settings Online Safety Considerations for Managers February 2019
Policies and Procedures

UK Council for Internet Safety Why do early years settings need to consider this? 
( EYFS 2024

· If providers have concerns about children's safety or welfare, they must notify agencies with statutory responsibilities without delay
· The setting’s safeguarding policy and procedures must cover the use of mobile phones and cameras in the setting. 
· There is an expectation that children can access technology and use it safely. 
· Ofsted ‘Inspecting Safeguarding’ 2024 
· Leaders oversee the safe use of technology when children and learners are in their care and take action immediately if they are concerned about bullying or children’s well-being. 
· Leaders of early years settings implement the required policies with regard to the safe use of mobile phones and cameras in settings.

UKCIS_Early_Years_Online_Safety_Considerations_for_Managers.pdf (publishing.service.gov.uk)
Full Document follows this policy
Staff Training, Monitoring and Supervision

All staff undertake Child Protection training and have to sign that they have read and understood the pre-school policies and procedures.
Training will cover:

· Basic definitions of abuse

· Signs of abuse

· Behaviour of abusers 

· What to do if someone tells you they are being abused

· What to do if you suspect abuse
· Staff sign regularly to confirm their continued suitability
Code of Behaviour for Staff and Volunteers

· Avoid initiating physical contact with children

· Avoid physical expressions of emotions such as kissing or hugging

· Avoid intrusive forms of play e.g. tickling and rough and tumble, if a child initiates physical play, cease it at the first instance and explain it is not suitable play for pre-school, without causing the child to feel rejected

· Avoid any physical contact when alone with a child

· Staff must never kiss or hug children and need to explain this to children in a way that does not cause them to feel rejected. 
· If a child persists in physical contact that is inappropriate, or of an adult nature, it must be, reported to the CPO and recorded. 
· Staff must not make any personal contact with a parent or child via a social networking site, text messaging or email
· No phones or apple watches or Fitbits allowed by staff or visitors whilst on the premises
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